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NERO ENDÜSTRİ A.Ş. KİŞİSEL VERİLERİN KORUNMASI KANUNUNA İLİŞKİN AYDINLATMA 

YÜKÜMLÜLÜĞÜ BİLGİ FORMU 
 

1. Bu  talimat Nero Endüstri A.Ş. çalışanlarına tebliğ etmek maksadıyla Kişisel Verileri Koruma ve   

Aydınlatma Yükümlülüğünün Yerine Getirilmesi Rehberi doğrultusunda hazırlanmıştır. 
 

2.  6698 sayılı Kişisel Verilerin Korunması Kanununun 10. Maddesi (1) ile, veri sorumluları için 
kişisel verisini işlediği ilgili kişileri aydınlatma yükümlülüğü getirilmiştir. 
(1)      Kanun Numarası  : 6698 
Kabul Tarihi           : 24/3/2016 
Yayımlandığı R.Gazete : Tarih: 7/4/2016    Sayı :  29677 
Yayımlandığı Düstur   : Tertip : 5  Cilt : 57 
 
ÜÇÜNCÜ BÖLÜM 

 
Haklar ve Yükümlülükler 

 
Veri sorumlusunun aydınlatma yükümlülüğü 

 
MADDE 10- (1) Kişisel verilerin elde edilmesi sırasında veri sorumlusu veya yetkilendirdiği kişi, ilgili 
kişilere; 
 

 a) Veri sorumlusunun ve varsa temsilcisinin kimliği, 
 

 b)  Kişisel verilerin hangi amaçla işleneceği, 
 

 c)  İşlenen kişisel verilerin kimlere ve hangi amaçla aktarılabileceği, 
 

 ç)  Kişisel veri toplamanın yöntemi ve hukuki sebebi, 
 

 d)  11 inci maddede sayılan diğer hakları, konusunda bilgi vermekle yükümlüdür. 

 
İlgili kişinin hakları 
 
MADDE 11- (1) Herkes, veri sorumlusuna başvurarak kendisiyle ilgili; 
 

 a)  Kişisel veri işlenip işlenmediğini öğrenme, 
 

 b)  Kişisel verileri işlenmişse buna ilişkin bilgi talep etme, 
 

 c)  Kişisel verilerin işlenme amacını ve bunların amacına uygun kullanılıp kullanılmadığını 
öğrenme, 
 

 ç)  Yurt içinde veya yurt dışında kişisel verilerin aktarıldığı üçüncü kişileri bilme, 
 

 d)  Kişisel verilerin eksik veya yanlış işlenmiş olması hâlinde bunların düzeltilmesini isteme, 

 

 e)  7nci maddede öngörülen şartlar çerçevesinde kişisel verilerin silinmesini veya yok 
edilmesini isteme, 



 

-2- 

 

 

 f)  (d) ve (e) bentleri uyarınca yapılan işlemlerin, kişisel verilerin aktarıldığı üçüncü kişilere 
bildirilmesini isteme, 

 

 g)  İşlenen verilerin münhasıran otomatik sistemler vasıtasıyla analiz edilmesi suretiyle 
kişinin kendisi aleyhine bir sonucun ortaya çıkmasına itiraz etme, 
 

 ğ)  Kişisel verilerin kanuna aykırı olarak işlenmesi sebebiyle zarara uğraması hâlinde zararın 
giderilmesini talep etme, haklarına sahiptir. 
 

3. Aydınlatma yükümlülüğü, veri sorumluları için bir yükümlülük olmakla birlikte kişisel verisi 
işlenen gerçek kişiler için de bir hak olarak karşımıza çıkmaktadır. İşlenen kişisel verilerle ilgili 
bilgilendirmeyi ifade etmekte olan aydınlatma yükümlülüğü, kişisel veri işlemenin hukuka uygun 
şekilde yerine getirilmesi için olmazsa olmaz bir şarttır.  
 

4. Aydınlatma yükümlülüğünün yerine getirilebilmesi için, kişisel verileri işlenen kişiler asgari 
olarak Kanunun 10. maddesinde sayılan şartlar hakkında bilgilendirilmelidir. Söz konusu aydınlatma 
yükümlülüğü yerine getirilirken Aydınlatma Yükümlülüğünün Yerine Getirilmesinde Uyulacak Usul ve 
Esaslar Hakkında Tebliğe (2) uyulmalıdır. 
 
(2) AYDINLATMA YÜKÜMLÜLÜĞÜNÜN YERİNE GETİRİLMESİNDE UYULACAK USUL VE ESASLAR 
HAKKINDA TEBLİĞ 
  

Amaç ve kapsam 

 
MADDE 1 – (1) Bu Tebliğin amacı, 24/3/2016 tarihli ve 6698 sayılı Kişisel Verilerin Korunması 
Kanununun 10 uncu maddesi uyarınca veri sorumluları veya yetkilendirdiği kişilerce yerine getirilmesi 

gereken aydınlatma yükümlülüğü kapsamında uyulacak usul ve esasları belirlemektir. 

 
Dayanak 

 
MADDE 2 –  

 

 (1) Bu Tebliğ, 6698 sayılı Kişisel Verilerin Korunması Kanununun 22 nci maddesinin birinci 

fıkrasının (e) ve (g) bentlerine dayanılarak hazırlanmıştır. 
 
Tanımlar 

 
MADDE 3 –  

 

 (1)  Bu Tebliğde geçen; 

 

  a)  Alıcı grubu: Veri sorumlusu tarafından kişisel verilerin aktarıldığı gerçek veya tüzel 

kişi kategorisini, 

 

  b)  İlgili kişi: Kişisel verisi işlenen gerçek kişiyi, 
 

  c)  Kanun: 24/3/2016 tarihli ve 6698 sayılı Kişisel Verilerin Korunması Kanununu, 

 

  ç)  Kurul: Kişisel Verileri Koruma Kurulunu, 
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  d)  Kurum: Kişisel Verileri Koruma Kurumunu, 

 

  e)  Sicil: Başkanlık tarafından tutulan Veri Sorumluları Sicilini, 

 

  f)  (Değişik:RG-28/4/2019-30758) Veri kayıt sistemi: Kişisel verilerin 

belirli kriterlere göre  

yapılandırılarak işlendiği kayıt sistemini, 

 

  g)  Veri sorumlusu: Kişisel verilerin işleme amaçlarını ve vasıtalarını belirleyen, veri 

kayıt sisteminin kurulmasından ve yönetilmesinden sorumlu olan gerçek veya tüzel kişiyi, 
  ğ)  (Değişik:RG-28/4/2019-30758)  Veri sorumlusu temsilcisi: Türkiye’de yerleşik 

olmayan veri sorumlularını 30/12/2017 tarihli ve 30286 sayılı Resmî Gazete’de yayımlanan Veri 

Sorumluları Sicili Hakkında Yönetmeliğin 11 inci maddesinin üçüncü fıkrasında belirtilen konularda 

asgari temsile yetkili Türkiye’de yerleşik tüzel kişi ya da Türkiye Cumhuriyeti vatandaşı gerçek kişiyi, 
ifade eder. 

 

 (2)  Bu Tebliğde yer almayan tanımlar için Kanundaki tanımlar geçerli olacaktır. 
 
Aydınlatma yükümlülüğünün kapsamı 
 
MADDE 4 – (1) Kanunun 10 uncu maddesine göre; kişisel verilerin elde edilmesi sırasında veri 

sorumluları veya yetkilendirdiği kişilerce, ilgili kişilerin bilgilendirilmesi gerekmektedir. Bu yükümlülük 

yerine getirilirken veri sorumluları veya yetkilendirdiği kişilerce yapılacak bilgilendirmenin asgari 

olarak aşağıdaki konuları içermesi gerekmektedir: 

 

 a)  Veri sorumlusunun ve varsa temsilcisinin kimliği, 
 

 b)  Kişisel verilerin hangi amaçla işleneceği, 
 

 c)  Kişisel verilerin kimlere ve hangi amaçla aktarılabileceği, 
 

 ç)  Kişisel veri toplamanın yöntemi ve hukuki sebebi, 

 

 d)  İlgili kişinin Kanunun 11 inci maddesinde sayılan diğer hakları. 
 
Usul ve esaslar 

 
MADDE 5 – (1) Veri sorumlusu ya da yetkilendirdiği kişi tarafından sözlü, yazılı, ses kaydı, çağrı merkezi 

gibi fiziksel veya elektronik ortam kullanılmak suretiyle aydınlatma yükümlülüğünün yerine getirilmesi 

esnasında aşağıda sayılan usul ve esaslara uyulması gerekmektedir: 

 

 a)  İlgili kişinin açık rızasına veya Kanundaki diğer işleme şartlarına bağlı olarak kişisel veri 

işlendiği her durumda aydınlatma yükümlülüğü yerine getirilmelidir. 

 

 b)  Kişisel veri işleme amacı değiştiğinde, veri işleme faaliyetinden önce bu amaç için 

aydınlatma yükümlülüğü ayrıca yerine getirilmelidir. 

 

 c)  (Mülga:RG-28/4/2019-30758) 
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 ç)  Sicile kayıt yükümlülüğünün bulunması durumunda, aydınlatma yükümlülüğü 

çerçevesinde ilgili kişiye verilecek bilgiler, Sicile açıklanan bilgilerle uyumlu olmalıdır. 
 

 d)  Aydınlatma yükümlülüğünün yerine getirilmesi, ilgili kişinin talebine bağlı değildir. 
 

 e)  Aydınlatma yükümlülüğünün yerine getirildiğinin ispatı veri sorumlusuna aittir. 

 

 f)  Kişisel veri işleme faaliyetinin açık rıza şartına dayalı olarak gerçekleştirilmesi halinde, 

aydınlatma yükümlülüğü ve açık rızanın alınması işlemlerinin ayrı ayrı yerine getirilmesi 

gerekmektedir. 

 

 g)  Aydınlatma yükümlülüğü kapsamında açıklanacak kişisel veri işleme amacının belirli, açık 

ve meşru olması gerekir. Aydınlatma yükümlülüğü yerine getirilirken, genel nitelikte ve muğlak 

ifadelere yer verilmemelidir. Gündeme gelmesi muhtemel başka amaçlar için kişisel verilerin 

işlenebileceği kanaatini uyandıran ifadeler kullanılmamalıdır. 
 

 ğ)  Aydınlatma yükümlülüğü kapsamında ilgili kişiye yapılacak bildirimin anlaşılır, açık ve 

sade bir dil kullanılarak gerçekleştirilmesi gerekmektedir. 

 

 h)  Kanunun 10 uncu maddesinin birinci fıkrasının (ç) bendinde yer alan “hukuki sebep” ten 

kasıt, aydınlatma yükümlülüğü kapsamında kişisel verilerin Kanunun 5 ve 6 ncı maddelerinde belirtilen 

işleme şartlarından hangisine dayanılarak işlendiğidir. Aydınlatma yükümlülüğünün yerine getirilmesi 

esnasında hukuki sebebin açıkça belirtilmesi gerekmektedir. 

 

 ı)  Aydınlatma yükümlülüğü kapsamında, kişisel verilerin aktarılma amacı ve aktarılacak alıcı 
grupları belirtilmelidir. 

 

 i)  Aydınlatma yükümlülüğü kapsamında kişisel verilerin, tamamen veya kısmen otomatik 

yollarla ya da veri kayıt sisteminin parçası olmak kaydıyla otomatik olmayan yöntemlerden hangisiyle 

elde edildiği açık bir şekilde belirtilmelidir. 

 

 j)  Aydınlatma yükümlülüğü yerine getirilirken eksik, ilgili kişileri yanıltıcı ve yanlış bilgilere 

yer verilmemelidir. 

 
Kişisel verilerin ilgili kişiden elde edilmemesi halinde aydınlatma yükümlülüğü 

 
MADDE 6 – (1) Kişisel verilerin ilgili kişiden elde edilmemesi halinde; 

 

 a)  Kişisel verilerin elde edilmesinden itibaren makul bir süre içerisinde, 

 

 b)  Kişisel verilerin ilgili kişi ile iletişim amacıyla kullanılacak olması durumunda, ilk iletişim 

kurulması esnasında, 
 

 c)  Kişisel verilerin aktarılacak olması halinde, en geç kişisel verilerin ilk kez aktarımının 

yapılacağı esnada ilgili kişiyi aydınlatma yükümlülüğünün yerine getirilmesi gerekir. 

 
Yürürlük 

 
MADDE 7 – (1) Bu Tebliğ yayımı tarihinde yürürlüğe girer. 
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Yürütme 

 
MADDE 8 – (1) Bu Tebliğ hükümlerini Kişisel Verileri Koruma Kurumu Başkanı yürütür. 

 

  

Tebliğin Yayımlandığı Resmî Gazete’nin 

Tarihi Sayısı 
10/03/2018 30356 

Teblğde Değişiklik Yapan Tebliğin Yayımlandığı Resmî Gazetelerin 

Tarihi Sayısı 
1.        28/4/2019 30758 

2.            

 
5. Günümüzde birçok Şirket, kamu kurum ve kuruluşu, yabancı kuruluş veya gerçek kişi kendi 
faaliyetleri kapsamında çok sayıda kişisel veri elde etmekte, kullanmakta ve daha iyi hizmet sunmak 
veya ticaret hacmini artırmak üzere daha fazla kişisel veriye ulaşmayı ve üçüncü kişilerle paylaşmayı 
hedeflemektedir. Daha fazla kişisel veri işlemeye yönelmek; işlenen kişisel verilerin sağladığı kolaylık 
ve avantajlar nedeniyle ekonomik katkı sağlamakla birlikte veri güvenliğine dair çeşitli risk ve ihlal 
ihtimallerini de gündeme getirmektedir. 

 

6. Daha fazla kişisel veri işlemeye yönelmek; işlenen kişisel verilerin sağladığı kolaylık ve avantajlar 
nedeniyle ekonomik katkı sağlamakla birlikte veri güvenliğine dair çeşitli risk ve ihlal ihtimallerini de 
gündeme getirmektedir. 

 

7. Bu riskler ve ihlal ihtimalleri nedeniyle kişisel verilerin korunmasına yönelik hukuki bir altyapının 
oluşturulmasına ihtiyaç duyulmuş ve öncelikle Türkiye Cumhuriyeti Anayasasında 2010 yılında yapılan 
değişiklikle, kişisel verilerin korunması hakkı Anayasal güvenceye kavuşturulmuştur. Anayasada 

yapılan değişiklikle, kişisel verilerin korunmasının usul ve esaslarının Kanunla düzenlenmesi gerektiği 
hükme bağlanmıştır. Bu hükme istinaden TBMM tarafından 6698 sayılı Kişisel Verilerin Korunması 
Kanunu (“Kanun”) kabul edilmiş ve 07.04.2016 tarihli Resmi Gazete’de yayımlanarak yürürlüğe 
girmiştir. 
 

8. Kanunun veri sorumlularına ilişkin getirdiği en önemli yükümlülüklerden biri de aydınlatma 
yükümlülüğüdür. Bu yükümlülük, ilgili kişilerin kişisel verileri üzerinde kontrol ve denetim yetkisinin 

sahip olduğunun en önemli göstergesidir. Kişisel veriler üzerinde denetim yetkisine sahip olan ilgili 

kişiler, kişisel verilerinin geleceğini de belirleyebileceklerdir. 
 

9. Kanunun 10. maddesi ile getirilen aydınlatma yükümlülüğü, veri sorumluları için bir yükümlülük 
olmakla birlikte aynı zamanda kişisel verisi işlenen gerçek kişiler için de bir haktır. Söz konusu 
yükümlülük esasen, işlenen kişisel verilerle ilgili bilgilendirmeyi ifade etmekte olup, kişisel veri 

işlemenin hukuka uygun şekilde yerine getirilmesi için olmazsa olmaz bir şarttır. 
 

10. Aydınlatma yükümlülüğü, ilgili kişinin talebine bağlı bir yükümlülük değildir. İlgili kişinin açık 
rızasının ya da diğer kişisel veri işleme şartlarının bulunması durumunda veri sorumlusu, 
aydınlatma yükümlülüğünü yerine getirmelidir. Çünkü aydınlatma yükümlülüğü gerek açık rıza 
gerekse de Kanundaki diğer kişisel veri işleme şartlarından bağımsız olarak yerine getirilmesi 
gereken bir yükümlülüktür. 
 
11. Aydınlatma yükümlülüğünün yerine getirilmemesi durumlarında Kanunun 18. Maddesinde (3) 

düzenlenen yaptırım uygulanır. 
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 (3)  MADDE 18-  

 

  (1)  Bu Kanunun; a) 10 uncu maddesinde öngörülen aydınlatma yükümlülüğünü yerine 
getirmeyenler hakkında 5.000 Türk lirasından 100.000 Türk lirasına kadar, idari para cezası verilir. 
 

  (2)  Bu maddede öngörülen idari para cezaları veri sorumlusu olan gerçek kişiler ile özel 
hukuk tüzel kişileri hakkında uygulanır. 
 

  (3)  Birinci fıkrada sayılan eylemlerin kamu kurum ve kuruluşları ile kamu kurumu 
niteliğindeki meslek kuruluşları bünyesinde işlenmesi hâlinde, Kurulun yapacağı bildirim üzerine, ilgili 
kamu kurum ve kuruluşunda görev yapan memurlar ve diğer kamu görevlileri ile kamu kurumu 
niteliğindeki meslek kuruluşlarında görev yapanlar hakkında disiplin hükümlerine göre işlem yapılır ve 
sonucu Kurula bildirilir. 

 

12. Aydınlatma yükümlülüğünün yerine getirildiğinin ispatı veri sorumlusuna aittir. 
 

13. Hukuka uygun şekilde aydınlatma yükümlülüğünün yerine getirilmesi; veri sorumluları ile ilgili 
kişiler arasındaki güven ilişkisinin tesisi, şeffaflık ve hesap verebilirlik ilkeleri açısından önem arz 
etmektedir. 

 

14. Bu rehberin amaç ve dayanağı; Bu hüküm ve Kanunun 22. maddesinin birinci fıkrasının (e) bendi 
uyarınca Kişisel Verileri Koruma Kurulu (“Kurul”) tarafından Aydınlatma Yükümlülüğünün Yerine 
Getirilmesinde Uyulacak Usul ve Esaslar Hakkında Tebliğ (“Tebliğ”) hazırlanmış olup, anılan tebliğ 10 
Mart 2018 tarihli ve 30356 sayılı Resmi Gazete’de yayımlanmıştır. 

 

15. Aydınlatma yükümlülüğü yerine getirilirken Kanunun 4. Maddesindeki (4) genel ilkeler göz 

önünde bulundurulmalıdır. 
 

 (4) MADDE 4- (1) Kişisel veriler, ancak bu Kanunda ve diğer kanunlarda öngörülen usul ve 
esaslara uygun olarak işlenebilir.   (2) Kişisel verilerin işlenmesinde aşağıdaki ilkelere uyulması 
zorunludur: a) Hukuka ve dürüstlük kurallarına uygun olma. b) Doğru ve gerektiğinde güncel olma. c) 
Belirli, açık ve meşru amaçlar için işlenme. ç) İşlendikleri amaçla bağlantılı, sınırlı ve ölçülü olma. d) 

İlgili mevzuatta öngörülen veya işlendikleri amaç için gerekli olan süre kadar muhafaza edilme 

 

16. Kanuna göre kişisel verilerin elde edilmesi sırasında veri sorumlusu veya yetkilendirdiği kişilerce, 

ilgili kişilerin bilgilendirilmesi gerekmektedir. Aydınlatma yükümlülüğüne ilişkin hükümlerin yer aldığı 
Kanunun 10. maddesine göre ilgili kişilere aydınlatma yükümlülüğü yerine getirilirken veri sorumlusu 
veya yetkilendirdiği kişilerce yapılacak bilgilendirmenin asgari olarak aşağıdaki şartları içermesi 
gerekmektedir: 

 

 a. Veri sorumlusunun ve varsa temsilcisinin kimliği: 
 

Veri sorumlusu ve varsa temsilcisi, aydınlatma sırasında kimliğini ortaya koyan bilgileri ve kendisiyle 
farklı yöntemlerle kolaylıkla iletişime geçilebilecek iletişim bilgilerini açıklamalıdır. 
 

 b. Kişisel verilerin hangi amaçla işleneceği: 
  

Aydınlatma Yükümlülüğünün Yerine Getirilmesinde Uyulacak Usul ve Esaslar Hakkında Tebliğin 
Madde 5 (1),g, ğ, b maddeleri 
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Tebliğin 5. maddesi birinci fıkrasına göre; aydınlatma yükümlülüğü yerine getirilirken işleme amacının 
belirli, açık ve meşru olması gerekir. Ayrıca bilgilendirmede; genel nitelikte, muğlak ve gündeme 
gelmesi muhtemel başka amaçlar için işlenebileceği kanaatini uyandıran ifadelerden kaçınılmalıdır. 
 

MADDE 5 –  (1) Veri sorumlusu ya da yetkilendirdiği kişi tarafından sözlü, yazılı, ses kaydı, çağrı 
merkezi gibi fiziksel veya elektronik ortam kullanılmak suretiyle aydınlatma yükümlülüğünün yerine 
getirilmesi esnasında aşağıda sayılan usul ve esaslara uyulması gerekmektedir:  

 

   g) Aydınlatma yükümlülüğü kapsamında açıklanacak kişisel veri işleme 

amacının belirli, açık ve meşru olması gerekir. Aydınlatma yükümlülüğü yerine getirilirken, genel 
nitelikte ve muğlak ifadelere yer verilmemelidir. Gündeme gelmesi muhtemel başka amaçlar için 

kişisel verilerin işlenebileceği kanaatini uyandıran ifadeler kullanılmamalıdır.  
 

   ğ)  Aydınlatma yükümlülüğü kapsamında ilgili kişiye yapılacak bildirimin 
anlaşılır, açık ve sade bir dil kullanılarak gerçekleştirilmesi gerekmektedir.  

 

   b)  Kişisel veri işleme amacı değiştiğinde, veri işleme faaliyetinden önce bu amaç 

için aydınlatma yükümlülüğü ayrıca yerine getirilmelidir. 
 

 c. Kişisel verilerin kimlere ve hangi amaçla aktarılabileceği: 
 

Tebliğin 5. maddesine göre, veri sorumlusunca aydınlatma yükümlülüğü yerine getirilirken kişisel 

verilerin aktarılma amacı ve aktarılacak alıcı grupları da açıkça belirtilmelidir. 
 

 MADDE 5 – 

 

  (1)  Veri sorumlusu ya da yetkilendirdiği kişi tarafından sözlü, yazılı, ses kaydı, çağrı 
merkezi gibi fiziksel veya elektronik ortam kullanılmak suretiyle aydınlatma yükümlülüğünün yerine 
getirilmesi esnasında aşağıda sayılan usul ve esaslara uyulması gerekmektedir:  
 

   ı)  Aydınlatma yükümlülüğü kapsamında, kişisel verilerin aktarılma amacı ve 
aktarılacak alıcı grupları belirtilmelidir. 

 

 Kişisel verilerin yurt içinde ve yurt dışına aktarımı hususları Kanunun 8 ve 9. Maddelerinde (5) 

düzenlenmiştir. Buna göre veri sorumluları, işlemekte oldukları kişisel verilerin yurtiçinde ve 

yurtdışına aktarımı durumunda bu hükümlere uygun hareket etmek zorundadır. Söz konusu alıcı 
gruplarına iş ortağı, tedarikçi, iştirakler, hissedarlar, kanunen yetkili kamu kurum ve kuruluşları, 
kanunen yetkili özel hukuk kişileri, topluluk Şirketleri vb. örnek olarak verilebilir.  

 

 (5) MADDE 8-  

 

  (1)  Kişisel veriler, ilgili kişinin açık rızası olmaksızın aktarılamaz.  
 

  (2)  Kişisel veriler;  

 

   a) 5 inci maddenin ikinci fıkrasında,  
  

   b)  Yeterli önlemler alınmak kaydıyla, 6 ncı maddenin üçüncü fıkrasında, 
belirtilen şartlardan birinin bulunması hâlinde, ilgili kişinin açık rızası aranmaksızın aktarılabilir. 
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 MADDE 9-  

 

  (1)  Kişisel veriler, ilgili kişinin açık rızası olmaksızın yurt dışına aktarılamaz.  
 

  (2)  Kişisel veriler, 5 inci maddenin ikinci fıkrası ile 6 ncı maddenin üçüncü fıkrasında 
belirtilen şartlardan birinin varlığı ve kişisel verinin aktarılacağı yabancı ülkede; 
 

   a) Yeterli korumanın bulunması,  
 

   b) Yeterli korumanın bulunmaması durumunda Türkiye’deki ve ilgili yabancı 
ülkedeki veri sorumlularının yeterli bir korumayı yazılı olarak taahhüt etmeleri ve Kurulun izninin 

bulunması, kaydıyla ilgili kişinin açık rızası aranmaksızın yurt dışına aktarılabilir. 
 ç. Kişisel veri toplamanın yöntemi ve hukuki sebebi 
 

Tebliğin 5. maddesine göre; Kanunun 5 ve 6. maddelerinde sayılan kişisel veri işleme şartlarından 
hangisine dayanılarak kişisel verinin işlendiğinin açıkça belirtilmesi gerekir. Yine bu maddeye göre; 
kişisel verilerin tamamen veya kısmen otomatik yollarla ya da veri kayıt sisteminin parçası olmak 
kaydıyla otomatik olmayan yöntemlerden hangisiyle elde edildiğinin açık bir şekilde belirtilmesi de 

gerekmektedir. 

 

 MADDE 5 –  

 

  (1) Veri sorumlusu ya da yetkilendirdiği kişi tarafından sözlü, yazılı, ses kaydı, çağrı 
merkezi gibi fiziksel veya elektronik ortam kullanılmak suretiyle aydınlatma yükümlülüğünün yerine 
getirilmesi esnasında aşağıda sayılan usul ve esaslara uyulması gerekmektedir:  
 

   h) Kanunun 10 uncu maddesinin birinci fıkrasının (ç) bendinde yer alan “hukuki 
sebep” ten kasıt, aydınlatma yükümlülüğü kapsamında kişisel verilerin Kanunun 5 ve 6 ncı 
maddelerinde belirtilen işleme şartlarından hangisine dayanılarak işlendiğidir. Aydınlatma 
yükümlülüğünün yerine getirilmesi esnasında hukuki sebebin açıkça belirtilmesi gerekmektedir.  
 

   i)  Aydınlatma yükümlülüğü kapsamında kişisel verilerin, tamamen veya kısmen 
otomatik yollarla ya da veri kayıt sisteminin parçası olmak kaydıyla otomatik olmayan yöntemlerden 
hangisiyle elde edildiği açık bir şekilde belirtilmelidir. 

 

 d. İlgili kişinin, Kanunun 11. maddesinde sayılan diğer hakları: 
 

Veri sorumlusu ve varsa temsilcisi ilgili kişiye aydınlatmada bulunurken Kanunun 11. maddesinde 
sayılan haklara da sahip olduğunu belirtmelidir. Bu bilgi, bir formda sayma suretiyle verilebileceği 
gibi yine aynı formda söz konusu Kanun maddesine atıfta bulunarak da verilebilir. Buna göre, 
herkes veri sorumlusuna başvurarak kendisiyle ilgili kişisel verilerin işlenip işlenmediğini 
öğrenebilir, kişisel verileri işlenmişse buna ilişkin bilgi talep edebilir, kişisel verilerin işlenme 
amacını ve bunların amacına uygun kullanılıp kullanılmadığını öğrenebilir, yurt içinde veya yurt 
dışında kişisel verilerin aktarıldığı kişileri öğrenebilir, kişisel verilerin eksik veya yanlış işlenmesi 
halinde bunların düzeltilmesini isteyebilir. Ayrıca Kanunun 7. maddesi çerçevesinde kişisel 
verilerinin silinmesi ya da yok edilmesini isteyebilir, eksik veya yanlış işleme düzeltilmişse ya da 
silme, yok etme veya anonim hale getirme işlemleri yapılmışsa bu durumun, verinin aktarıldığı 
üçüncü kişilere bildirilmesini isteyebilir ya da kişisel verilerin kanuna aykırı olarak işlenmesi 
sebebiyle zarara uğraması halinde zararının giderilmesini isteyebilir. 
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 MADDE 11- 

 

  (1) Herkes, veri sorumlusuna başvurarak kendisiyle ilgili;  

 

   a) Kişisel veri işlenip işlenmediğini öğrenme, 
  

   b)  Kişisel verileri işlenmişse buna ilişkin bilgi talep etme,  

 

   c)  Kişisel verilerin işlenme amacını ve bunların amacına uygun kullanılıp 
kullanılmadığını öğrenme,  
 

   ç)  Yurt içinde veya yurt dışında kişisel verilerin aktarıldığı üçüncü kişileri bilme, 

    

   d)  Kişisel verilerin eksik veya yanlış işlenmiş olması hâlinde bunların 
düzeltilmesini isteme,  

 

   e) 7 nci maddede öngörülen şartlar çerçevesinde kişisel verilerin silinmesini 

veya yok edilmesini isteme, 

 

    f) (d) ve (e) bentleri uyarınca yapılan işlemlerin, kişisel verilerin aktarıldığı 
üçüncü kişilere bildirilmesini isteme,  

 

   g) İşlenen verilerin münhasıran otomatik sistemler vasıtasıyla analiz edilmesi 

suretiyle kişinin kendisi aleyhine bir sonucun ortaya çıkmasına itiraz etme,  
 

   ğ) Kişisel verilerin kanuna aykırı olarak işlenmesi sebebiyle zarara uğraması 
hâlinde zararın giderilmesini talep etme, haklarına sahiptir. 
 

 MADDE 7-  

 

  (1) Bu Kanun ve ilgili diğer kanun hükümlerine uygun olarak işlenmiş olmasına rağmen, 
işlenmesini gerektiren sebeplerin ortadan kalkması hâlinde kişisel veriler resen veya ilgili kişinin talebi 

üzerine veri sorumlusu tarafından silinir, yok edilir veya anonim hâle getirilir.  

   

  (2)  Kişisel verilerin silinmesi, yok edilmesi veya anonim hâle getirilmesine ilişkin diğer 
kanunlarda yer alan hükümler saklıdır.  
 

  (3)  Kişisel verilerin silinmesine, yok edilmesine veya anonim hâle getirilmesine ilişkin 

usul ve esaslar yönetmelikle düzenlenir. 

 

17. Kişisel Verilerin İlgili Kişiden Elde Edilmemesi Halinde Aydınlatma: 
Kişisel verilerin Kanuna uygun bir şekilde işlenebilmesi için öncelikle kişisel verilerin ilgili kişiden elde 

edilmesi gerekmektedir. Ancak, Tebliğin 6. maddesi, kişisel verilerin ilgili kişiden elde edilmemesi 

halinde aydınlatma yükümlülüğünün nasıl yerine getirileceğini düzenlemiştir. Buna göre; fiili 

imkânsızlık veya ilgili kişiye ulaşılamaması nedeniyle kişisel veriler doğrudan ilgili kişiden elde 

edilemiyorsa;  

 

 a. Kişisel verinin elde edilmesinden itibaren makul bir süre içerisinde,  
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 b. Kişisel verinin ilgili kişiyle iletişim amacıyla kullanılacak olması durumunda, ilk iletişim 

kurulması esnasında,  
 

 c. Kişisel verilerin aktarılacak olması halinde, en geç kişisel verilerin ilk kez aktarımının 
yapılacağı esnada, ilgili kişiye aydınlatma yükümlülüğünün yerine getirilmesi gerekir. 
 

 MADDE 6 –  

 

  (1) kişisel verilerin ilgili kişiden elde edilmemesi halinde;  

 

   a) Kişisel verilerin elde edilmesinden itibaren makul bir süre içerisinde,  

 

   b) Kişisel verilerin ilgili kişi ile iletişim amacıyla kullanılacak olması durumunda, 
ilk iletişim kurulması esnasında,  
 

   c) Kişisel verilerin aktarılacak olması halinde, en geç kişisel verilerin ilk kez 

aktarımının yapılacağı esnada ilgili kişiyi aydınlatma yükümlülüğünün yerine getirilmesi gerekir. 
 

18. Aydınlatma Yükümlülüğünün Yerine Getirilmediği Haller: 
 

Kanunun 10. maddesi, kişisel verilerin elde edilmesi sırasında veri sorumlusu veya yetkilendirdiği 
kişinin ilgili kişilere bilgilendirmede bulunması gerektiği hükmünü getirmiştir. Bu nedenle, kural olarak 

kişisel veri işlemekte olan veri sorumlularının aydınlatma yükümlülüğünü yerine getirmesi 

gerekmektedir. 

 

Kanunun “istisnalar” başlıklı 28. maddesinde belirtilen faaliyetler kapsamında kişisel veri işlenmesi 

durumunda aydınlatma yükümlülüğünün yerine getirilmesi zorunlu değildir. Bunlar, aydınlatma 
yükümlülüğüne getirilen istisnalar olarak da değerlendirilebilir. 
 

 MADDE 28-  

 

  (1) Bu Kanun hükümleri aşağıdaki hâllerde uygulanmaz:  

 

   a) Kişisel verilerin, üçüncü kişilere verilmemek ve veri güvenliğine ilişkin 

yükümlülüklere uyulmak kaydıyla gerçek kişiler tarafından tamamen kendisiyle veya aynı konutta 
yaşayan aile fertleriyle ilgili faaliyetler kapsamında işlenmesi.  

 

   b) Kişisel verilerin resmi istatistik ile anonim hâle getirilmek suretiyle araştırma, 
planlama ve istatistik gibi amaçlarla işlenmesi.  

 

   c)  Kişisel verilerin millî savunmayı, millî güvenliği, kamu güvenliğini, kamu 
düzenini, ekonomik güvenliği, özel hayatın gizliliğini veya kişilik haklarını ihlal etmemek ya da suç teşkil 

etmemek kaydıyla, sanat, tarih, edebiyat veya bilimsel amaçlarla ya da ifade özgürlüğü kapsamında 
işlenmesi. ç) Kişisel verilerin millî savunmayı, millî güvenliği, kamu güvenliğini, kamu düzenini veya 
ekonomik güvenliği sağlamaya yönelik olarak kanunla görev ve yetki verilmiş kamu kurum ve 

kuruluşları tarafından yürütülen önleyici, koruyucu ve istihbari faaliyetler kapsamında işlenmesi. d) 

Kişisel verilerin soruşturma, kovuşturma, yargılama veya infaz işlemlerine ilişkin olarak yargı 
makamları veya infaz mercileri tarafından işlenmesi. 
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  (2)  Bu Kanunun amacına ve temel ilkelerine uygun ve orantılı olmak kaydıyla veri 
sorumlusunun aydınlatma yükümlülüğünü düzenleyen 10 uncu, zararın giderilmesini talep etme hakkı 
hariç, ilgili kişinin haklarını düzenleyen 11 inci ve Veri Sorumluları Siciline kayıt yükümlülüğünü 
düzenleyen 16 ncı maddeleri aşağıdaki hâllerde uygulanmaz:  

 

   a)  Kişisel veri işlemenin suç işlenmesinin önlenmesi veya suç soruşturması için 

gerekli olması.  
 

   b)  İlgili kişinin kendisi tarafından alenileştirilmiş kişisel verilerin işlenmesi.  

 

   c)  Kişisel veri işlemenin kanunun verdiği yetkiye dayanılarak görevli ve yetkili 
kamu kurum ve kuruluşları ile kamu kurumu niteliğindeki meslek kuruluşlarınca, denetleme veya 
düzenleme görevlerinin yürütülmesi ile disiplin soruşturma veya kovuşturması için gerekli olması.  
 

   ç)  Kişisel veri işlemenin bütçe, vergi ve mali konulara ilişkin olarak Devletin 

ekonomik ve mali çıkarlarının korunması için gerekli olması. 
 

 

19. Açık Rıza ve Aydınlatma Yükümlülüğü İlişkisi: 
Kanunun 3. maddesinde unsurları belirtilen açık rıza, bir kişisel veri işleme şartıdır. Açık rıza; kişinin 

sahip olduğu verinin işlenmesine kendi isteği ile ya da karşı taraftan gelen talep üzerine onay vermesi 
anlamına gelmektedir. Kişi açık rıza beyanı ile; kendi kişisel verisinin işlenmesine ilişkin kararını veri 
sorumlusuna bildirmiş olmaktadır. Bu sebeple, işleme şartlarından biri olan açık rızaya dayalı olarak 
kişisel veri işlenmesi durumunda (kişisel veri işlemeye başlamadan önce) aydınlatma yükümlülüğü 
de yerine getirilmelidir. Bununla birlikte, Tebliğin 5. maddesi gereği, kişisel veri işleme faaliyetinin 

ilgili kişinin açık rızasına bağlı olması durumunda, veri sorumlusunun aydınlatma yükümlülüğü ile açık 
rıza alınması işlemlerinin ayrı ayrı yerine getirilmesi gerekmektedir. 
 

 MADDE 3-  

 

 (1) Bu Kanunun uygulanmasında;  
 

  a) Açık rıza: Belirli bir konuya ilişkin, bilgilendirilmeye dayanan ve özgür iradeyle 

açıklanan rızayı, ifade eder. 
 

 MADDE 5 –  

  

 (1) Veri sorumlusu ya da yetkilendirdiği kişi tarafından sözlü, yazılı, ses kaydı, çağrı merkezi 
gibi fiziksel veya elektronik ortam kullanılmak suretiyle aydınlatma yükümlülüğünün yerine getirilmesi 
esnasında aşağıda sayılan usul ve esaslara uyulması gerekmektedir:  
 

  f) Kişisel veri işleme faaliyetinin açık rıza şartına dayalı olarak gerçekleştirilmesi 

halinde, aydınlatma yükümlülüğü ve açık rızanın alınması işlemlerinin ayrı ayrı yerine getirilmesi 
gerekmektedir. 

 
20. Aydınlatma Yükümlülüğünün Yerine Getirilmesi (Aydınlatma Yükümlülüğünün Hangi 
Yöntemle Yerine Getirileceğinin Tespiti): 
 

 Tebliğin 5. maddesine göre veri sorumlusu ya da yetkilendirdiği kişi tarafından aydınlatma 
yükümlülüğü; sözlü, yazılı, ses kaydı, çağrı merkezi gibi fiziksel veya elektronik ortamlar kullanılmak 
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suretiyle yerine getirilebilmektedir. Veri sorumlusu veya yetkilendirdiği kişi, bu yöntemlerden 

hangisini kullanacağına kendisi karar vermelidir. 
 

 MADDE 5 –  

 

 (1) Veri sorumlusu ya da yetkilendirdiği kişi tarafından sözlü, yazılı, ses kaydı, çağrı merkezi 
gibi fiziksel veya elektronik ortam kullanılmak suretiyle aydınlatma yükümlülüğünün yerine getirilmesi 
esnasında aşağıda sayılan usul ve esaslara uyulması gerekmektedir:  
 

  f) Kişisel veri işleme faaliyetinin açık rıza şartına dayalı olarak gerçekleştirilmesi 

halinde, aydınlatma yükümlülüğü ve açık rızanın alınması işlemlerinin ayrı ayrı yerine getirilmesi 
gerekmektedir. 

 

 Bu yöntemlere örnek olarak; veri sorumlusu ya da yetkilendirdiği kişi tarafından sözlü (yüz yüze 
yapılan, şifahi aydınlatma gibi), yazılı (web sayfasında yer alan metin, bina girişinde duvara asılı levha, 
bir kameranın altında duvara monte edilmiş bilgi panosu gibi), ses kaydı (ilgili kişiye ses kaydı 
dinletilmesi gibi), çağrı merkezi (operatörle görüşmeden önce bir ses dosyası dinletilmesi) gibi fiziksel 
veya elektronik ortam (web sayfasında yer alan bir belgede katmanlı aydınlatma yapılması, açılan 
pencere [pop-up pencere] çıkması, mobil uygulamalar gibi) kullanılmak suretiyle aydınlatma 
yükümlülüğünün yerine getirilmesi verilebilir.  
 

 Aydınlatma yükümlülüğü, bizzat veri sorumlusu veya yetkilendireceği kişi/kişiler tarafından 
yerine getirilmelidir. Yetkilendirilecek kişi/kişilerin Kanun ve Tebliğ hakkında detaylı ve güncel bilgiye 
sahip olup olmadığının göz önünde bulundurulması gerekmektedir. 
 
21. Kişisel Veri İşleme Envanteri Hazırlanması: 
 

 Kişisel veri işlemekte olan veri sorumlularının hangi tür iş süreçlerine bağlı olarak 
gerçekleştirmekte oldukları kişisel veri işleme faaliyetleri için kişisel veri işlediğini ortaya koyması 
gerekir. 

 

 Veri Sorumluları Sicili Hakkında Yönetmeliğin 4. maddesinin birinci fıkrasının (h) bendinde kişisel 
veri işleme envanteri tanımlanmış, 5. maddesinin birinci fıkrasının (d) bendinde ise aydınlatma 
yükümlülüğü yerine getirilirken kişisel veri işleme envanterinde yer alan bilgilerin esas alınması 
gerektiği belirtilmiştir. Kişisel veri işleme envanterinin hazırlanması, aydınlatma yükümlülüğünü 
yerine getirme noktasında veri sorumluları açısından önemli bir kolaylık sağlayacaktır. 
 

Nero Endüstri A.Ş. için Kişisel Veri İşleme Envanteri Hazırlanmış, imza altına alınmış ve personel ile 
yapılan görüşme esnasında beyan ve personele tebliğ edilecektir. 
  

 MADDE 4 –  

  

  (1)  Bu Yönetmelikte geçen;  

 

   h) Kişisel veri işleme envanteri: Veri sorumlularının iş süreçlerine bağlı olarak 
gerçekleştirmekte oldukları kişisel veri işleme faaliyetlerini; kişisel veri işleme amaçları ve hukuki 
sebebi, veri kategorisi, aktarılan alıcı grubu ve veri konusu kişi grubuyla ilişkilendirerek oluşturdukları 
ve kişisel verilerin işlendikleri amaçlar için gerekli olan azami muhafaza edilme süresini, yabancı 
ülkelere aktarımı öngörülen kişisel verileri ve veri güvenliğine ilişkin alınan tedbirleri açıklayarak 
detaylandırdıkları envanteri,  
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 MADDE 5 –  

 

  (1)  Sicilin oluşturulması, idaresi ve gözetimi hususunda aşağıdaki ilke, usul ve esaslara 
uyulur:  

 

   d) Kanunun 10 uncu maddesinde veri sorumluları için belirtilen aydınlatma 
yükümlülüğünde, Kanunun 13 üncü maddesinde belirtilen ilgili kişi başvurularının yanıtlanmasında ve 
ilgili kişiler tarafından açıklanacak açık rızanın kapsamının belirlenmesinde kişisel veri işleme 

envanterine dayalı olarak Sicile sunulan ve Sicilde yayınlanan bilgiler esas alınır. 
 

 Bununla birlikte, kişisel veri işleme envanteri hazırlama yükümlülüğü sadece Sicile kayıtla 
yükümlü olan veri sorumluları için geçerlidir. Ancak aydınlatma yükümlülüğünün Kanuna uygun bir 
şekilde yerine getirilmesi için Sicile kayıtla yükümlü olmasa dahi tüm veri sorumlularınca kişisel veri 

işleme envanteri hazırlanması önerilmektedir. Son tahlilde veri sorumlusunun kişisel veri işleme 

envanteri hazırlama yükümlülüğünden bağımsız olarak aydınlatma yükümlülüğü devam etmektedir. 
 

22. Aydınlatma Metni Hazırlanması Aşamaları 
 

Aydınlatma yükümlülüğü hangi yöntemlerle yerine getirilirse getirilsin, öncelikle bunun yazılı 
doküman şeklinde hazırlanması faydalıdır. 
 

 Aydınlatma metni hazırlama sürecinde aşağıdaki adımlar takip edilebilir: 
 

 a. Veri sorumlusunun öncelikle, hangi tür verileri işediğini iyi tespit etmesi gerekmektedir.  
 

 b. Kanunun 4. maddesinde yer alan temel ilkeler gereği veri sorumlularının, faaliyetleri 
kapsamında işlediği kişisel verileri, hangi işleme amacına dayanarak işlediğini kişisel veri bazında 
belirlemesi ve bu amacın da aydınlatma metinlerinde açıkça belirtilmesi gerekmektedir.  
 

 c. Yurt içi ve yurt dışına aktarım yapılacaksa, aktarımın amacının aydınlatma metninde 
belirtilmesi gerekmektedir. Ayrıca bu aktarımın yapılacağı gerçek veya tüzel kişilerin kimler olacağı da 

belirtilmelidir. 

 

 ç. Veri sorumlularının, Kanunun 5. veya 6. maddelerinde yer alan işleme şartlarından 
hangisine dayanarak kişisel veri topladıklarını tespit etmesi ve bunun aydınlatma metninde 
belirtilmesi gerekmektedir. Bunun dışında kişisel veri toplama yöntemi de mutlak surette tespit 

edilmelidir.  

 

 d. Veri sorumlusunun ilgili kişiye, Kanunun 11. maddesinde belirtilen haklarını uygun bir 
şekilde belirtmesi gerekmektedir. 

 

 Ѵب

Aydınlatma Yapılırken 
Verilmesi Gereken Bilgiler: 

 

Kişisel Verilerin 

Doğrudan İlgili Kişiden 

Elde Edilmesi Halinde 

Kişisel Verilerin İlgili 

Kişiden Elde Edilmemesi 

Halinde 

Veri sorumlusunun ve varsa 

temsilcisinin kimliği ✓ ✓ 
Kişisel verilerin hangi amaçla 
işleneceği ✓ ✓ 
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Kişisel verilerin kimlere ve 
hangi amaçla aktarılacağı ✓ ✓ 

Kişisel veri toplamanın 
yöntemi ve hukuki sebebi ✓ ✓ 

İlgili kişinin Kanunun 11. 
maddesinde sayıların hakları ✓ ✓ 

 

 

Kişisel Verilerin Doğrudan 

İlgili Kişiden Elde Edilmesi 
Halinde 

 

Kişisel verilerin ilgili kişiden elde edilmesi sırasında 

 

Kişisel Verilerin Doğrudan 

İlgili Kişiden Elde Edilmemesi 
Halinde 

Kişisel verilerin elde edilmesinden itibaren makul bir süre 

içerisinde 

Kişisel verilerin ilgili kişi ile iletişim amacıyla kullanılacak olması 
durumunda, ilk iletişim kurulması esnasında 

Kişisel verilerin aktarılacak olması halinde, en geç kişisel verilerin 

ilk kez aktarımının yapılacağı esnada  

 

23. NERO ENDÜSTRİ SAVUNMA SANAYİ A.Ş. ÇAĞRI MERKEZİ: 
 
 a. Nero Endüstri Savunma Sanayi A.Ş.’ni arayanların paylaşmış olduğu kimlik, ad-soyad, 
iletişim bilgisi ve ses kaydına, ait kişisel verilerini;  
 
  (1) Arayan kişiye doğru hitap edilebilmesi,  
 
  (2) Aramanın teyidi ve arama sayısının istatistiksel amaçla tespiti, müşteri 
memnuniyetine yönelik aktivitelerin yürütülmesi, iletişim faaliyetlerinin yürütülmesi, ziyaretçi 
kayıtlarının oluşturulması ve takibi,  
 
  (3) Kurumumuzda müşterilerin beklentilerine yanıt verilmesi sürecinin yürütülmesi,  
 
  (4) Doğabilecek uyuşmazlıklarda delil olarak kullanılması amaçlarıyla sınırlı olarak 
işlemektedir.  
 
 b. Bu kişisel veriler üçüncü kişilerle paylaşılmamaktadır.  
 
 c. Bu kişisel veriler, Kanunun 5’inci maddesinde(*) belirtilen “ilgili kişinin temel hak ve 
özgürlüklerine zarar vermemek kaydıyla veri sorumlusunun meşru menfaati için zorunlu olması” 
hukuki sebebine dayalı olarak telefon yoluyla otomatik olarak işlenmektedir.  
 
 ç. Kanunun “ilgili kişinin haklarını düzenleyen” 11’inci maddesi(**) kapsamındaki 
taleplerinizi, “Veri Sorumlusuna Başvuru Usul ve Esasları Hakkında Tebliğe (***)” göre Nero 
Endüstri Savunma Sanayi A.Ş.’nin AOSB 30 Ağustos Cad.No:18 06909 Malıköy/Ankara adresine 
yazılı olarak iletebilirsiniz. 
 

24. 6698 SAYILI KİŞİSEL VERİLERİN KORUNMASI KANUNUNA GÖRE NERO ENDÜSTRİ A.Ş. MALIKÖY 
FABRİKASI İÇERİSİNDE YER ALAN GÜVENLİK KAMERALARI HAKKINDA AYDINLATMA METNİ 
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 a. Bu aydınlatma metni, 6698 sayılı Kişisel Verilerin Korunması Kanununun 10’uncu maddesi 
ile Aydınlatma Yükümlülüğünün Yerine Getirilmesinde Uyulacak Usul ve Esaslar Hakkında Tebliğ 
kapsamında veri sorumlusu sıfatıyla Avukat Emre CANKORUR tarafından hazırlanmıştır. 
 

 b. Hizmet binamız içerisindeki giriş kapıları, bina dış cephesi, yemekhane, dinlenme yerleri, 
ziyaretçi bekleme yerleri, otopark, güvenlik görevlisinin bulunduğu yer ve nizamiye, yönetim binası ve 
kat koridorları, yürüyüş güzergahları, üretim alanları, asma katlar, fabrika bahçesi ve sınırları ayıran 
tel örgü ve jiletli tel ve dış tarafı, (çalışma ofisleri hariç) hizmet alanında bulunan toplam 35 adet 

güvenlik kamerası vasıtasıyla ve bina güvenliğinin sağlanması amacıyla görüntü kaydı yapılmakta ve 
kayıt işlemi Güvenlik Koordinatörlüğü ve Bilgi Sistemleri birimi tarafından denetlenmektedir. 
 

 c. Söz konusu kişisel veri, Kanunun 5’inci maddesinde(*) yer alan “veri sorumlusunun hukuki 
yükümlülüğünü yerine getirebilmesi için zorunlu olması” ve “ilgili kişinin temel hak ve özgürlüklerine 
zarar vermemek kaydıyla, veri sorumlusunun meşru menfaatleri için veri işlenmesinin zorunlu olması” 
hukuki sebebine dayanarak otomatik yolla işlenmektedir. 
 

 ç. Söz konusu kişisel veriler hukuki uyuşmazlıkların giderilmesi veya ilgili mevzuatı gereği 
talep halinde adli makamlar veya ilgili kolluk kuvvetlerine aktarılabilecektir. 
 

 d. Kanunun ilgili kişinin haklarını düzenleyen 11’inci maddesi (**) kapsamındaki taleplerinizi, 
“Veri Sorumlusuna Başvuru Usul ve Esasları Hakkında Tebliğe” göre AOSB 30 Ağustos Cad.No:18 
06909 Malıköy/Ankara/TÜRKİYE adresine yazılı olarak veya üyeliğinizin teyit edildiği elektronik posta 

üzerinden taner.ozdemir@neroindustry.com e-posta adresine iletebilirsiniz. 

 

 (*) Kişisel Verilerin İşlenme Şartları 
 

 MADDE 5-  

 

  (1) Kişisel veriler ilgili kişinin açık rızası olmaksızın işlenemez.  
 

  (2)  Aşağıdaki şartlardan birinin varlığı hâlinde, ilgili kişinin açık rızası aranmaksızın 
kişisel verilerinin işlenmesi mümkündür:  
 

   a) Kanunlarda açıkça öngörülmesi.  
 

   b)  Fiili imkânsızlık nedeniyle rızasını açıklayamayacak durumda bulunan veya 
rızasına hukuki geçerlilik tanınmayan kişinin kendisinin ya da bir başkasının hayatı veya beden 
bütünlüğünün korunması için zorunlu olması.  
 

   c)  Bir sözleşmenin kurulması veya ifasıyla doğrudan doğruya ilgili olması 
kaydıyla, sözleşmenin taraflarına ait kişisel verilerin işlenmesinin gerekli olması.  
 

   ç)  Veri sorumlusunun hukuki yükümlülüğünü yerine getirebilmesi için zorunlu 
olması.  
 

   d)  İlgili kişinin kendisi tarafından alenileştirilmiş olması.  
 

   e)  Bir hakkın tesisi, kullanılması veya korunması için veri işlemenin zorunlu 
olması.  
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   f)  İlgili kişinin temel hak ve özgürlüklerine zarar vermemek kaydıyla, veri 
sorumlusunun meşru menfaatleri için veri işlenmesinin zorunlu olması. 
 

 (**) İlgili Kişinin Hakları  
 

MADDE 11-  

 

 (1) Herkes, veri sorumlusuna başvurarak kendisiyle ilgili;  
 

  a) Kişisel veri işlenip işlenmediğini öğrenme,  
 

  b) Kişisel verileri işlenmişse buna ilişkin bilgi talep etme,  
 

  c) Kişisel verilerin işlenme amacını ve bunların amacına uygun kullanılıp 
kullanılmadığını öğrenme,  
 

  ç) Yurt içinde veya yurt dışında kişisel verilerin aktarıldığı üçüncü kişileri bilme,  
 

  d)  Kişisel verilerin eksik veya yanlış işlenmiş olması hâlinde bunların düzeltilmesini 
isteme,  

 

  e) 7 nci maddede öngörülen şartlar çerçevesinde kişisel verilerin silinmesini veya yok 
edilmesini isteme,  

 

  f) (d) ve (e) bentleri uyarınca yapılan işlemlerin, kişisel verilerin aktarıldığı üçüncü 
kişilere bildirilmesini  

isteme,  

 

  g) İşlenen verilerin münhasıran otomatik sistemler vasıtasıyla analiz edilmesi 
suretiyle kişinin kendisi aleyhine bir sonucun ortaya çıkmasına itiraz etme,  
 

  ğ)  Kişisel verilerin kanuna aykırı olarak işlenmesi sebebiyle zarara uğraması hâlinde 

zararın giderilmesini talep etme, haklarına sahiptir. 
 

25. Kişisel Veri Nedir? 
 

 Kişisel veri, kimliği belirli veya belirlenebilir gerçek kişiye ilişkin her türlü bilgiyi ifade etmektedir. 
Kişisel veriden söz edebilmek için, verinin bir gerçek kişiye ilişkin olması ve bu kişinin de belirli ya da 
belirlenebilir nitelikte olması gerekmektedir. Buna göre;  
 

 a. Gerçek kişiye ilişkin olma: Kişisel veri, gerçek kişiye ilişkin olup, tüzel kişilere ilişkin veriler 
kişisel verinin tanımının dışındadır. Dolayısıyla, bir şirketin ticaret unvanı ya da adresi gibi tüzel kişiliğe 
ilişkin bilgiler (bir gerçek kişiyle ilişkilendirilebilecekleri durumlar haricinde) kişisel veri 
sayılmayacaktır.  
 

 b.  Kişiyi belirli veya belirlenebilir kılması: Kişisel veri, ilgili kişinin doğrudan kimliğini 
gösterebileceği gibi, o kişinin kimliğini doğrudan göstermemekle birlikte, herhangi bir kayıtla 
ilişkilendirilmesi sonucunda kişinin belirlenmesini sağlayan tüm bilgileri de kapsar.  
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 c. Her türlü bilgi: Bu ifade son derece geniş olup, bir gerçek kişinin; adı, soyadı, doğum tarihi 
ve doğum yeri gibi bireyin sadece kimliğini ortaya koyan bilgiler değil; telefon numarası, motorlu taşıt 
plakası, sosyal güvenlik numarası, pasaport numarası, özgeçmiş, resim, görüntü ve ses kayıtları, 
parmak izleri, e-posta adresi, hobiler, tercihler, etkileşimde bulunulan kişiler, grup üyelikleri, aile 
bilgileri, sağlık bilgileri gibi kişiyi doğrudan veya dolaylı olarak belirlenebilir kılan tüm veriler kişisel 
veri olarak kabul edilmektedir.  

 
26. Özel Nitelikli (Hassas) Kişisel Veri Ne Demektir? 
 

 Özel nitelikli kişisel veriler, başkaları tarafından öğrenildiği takdirde ilgili kişinin mağdur 
olabilmesine veya ayrımcılığa maruz kalabilmesine neden olabilecek nitelikteki verilerdir. Kanunda, 
hangi kişisel verilerin özel nitelikli kişisel veri olduğu tek tek belirtilmiş olup, bu sayılanlar dışındakiler 
özel nitelikli kişisel veri olarak kabul edilemez. Bu bakımdan, özel nitelikli kişisel verilerin sınırlı olarak 
sayıldığı kabul edilir. 
 
27. Özel Nitelikli Kişisel Veriler Nelerdir?  
 

 Özel nitelikli kişisel veriler; kişilerin ırkı, etnik kökeni, siyasi düşüncesi, felsefi inancı, dini, 
mezhebi veya diğer inançları, kılık ve kıyafeti, dernek, vakıf ya da sendika üyeliği, sağlığı, cinsel hayatı, 
ceza mahkûmiyeti ve güvenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verilerdir.  

Buna göre, hassas veriler kişisel verilerin daha fazla koruma uygulanan küçük bir grubu olarak 
değerlendirilebilir. 



 

-18- 

 

 Kanunda hangi bilgilerin kişisel veri olarak kabul edileceğine ilişkin sınırlı sayım yoluna 
gidilmediğinden, kapsamının genişletilmesi mümkündür. Önemli olan verinin kişi ile ilişkilendiriliyor 
olması ya da onu tanımlayabilmesidir.  
 

 Örneğin, takma isimler tek başına veya başka kaynaklarla birleştirildiğinde kişiyi tanımlamayı 
sağlayabilecek nitelikte ise bu tarz veriler de kişisel veri olarak kabul edilir. Ayrıca, sıkça kullanılan 
kimliği belirli veya belirlenebilir gerçek kişiyle ilişkili müşteri şikayet raporları, çalışan performans 
değerlendirme raporları, mülakat değerlendirme raporları gibi raporlar, ses veya görüntü kayıtları, 
resimler, kullanıcı işlem kayıtları gibi kayıtlar, özgeçmiş, bordro, fatura, banka dekontları, kredi kartı 
ekstreleri, nüfus cüzdanı fotokopileri gibi belgeler ve mektup, davet yazıları gibi yazılar/kayıtlar içinde 
yer alan veriler de kişisel veri olarak addedilebilir.  
 

 Ancak yine de, bunların kişisel veri olup olmadığı her somut olayın özelliğine göre “kişiyi 
tanımlayabilme” kabiliyeti dikkate alınarak değerlendirilmelidir. 

 
28. Kişisel Verilerin Korunması Ne Demektir? 
 

 Kişisel verilerin korunması, kişisel verilerin işlenmesinin disiplin altına alınması ile temel hak ve 
özgürlüklerin korunmasıdır.  
 

 Kişisel verilerin korunması, temelde verilerin değil, bu verilerin ilişkili olduğu kişilerin 
korunmasını amaçlamaktadır. Başka bir ifade ile verilerin korunması; kişileri, onlar hakkındaki 
verilerin tamamen veya kısmen otomatik olan ya da otomatik olmayan yollarla işlenmesinden 
doğacak zararlardan koruma amacına yönelmiş ve kişisel verilerin korunmasına ilişkin ilkelerde 
somutlaşmış idari, teknik ve hukuki önlemleri ifade eder. Bu anlamda kişisel verilerin korunmasının, 
kişilere ilişkin verilerin toplanması, saklanması, kullanılması ve aktarılması gibi veri işleme süreçlerinin 

bütün aşamalarını kapsar şekilde bireylere kontrol hakkını yeniden kazandırmayı amaçladığı 
söylenebilir. Bu amaç kapsamında kişisel verilerin korunması, kişinin verilerinin geleceğini bizzat 
kendisinin belirleme hakkını ifade eder. Aynı zamanda bu koruma insan onurunun ve kişilik hakkının 
da bir gereğidir. 
 
29. İlgili Kişi Kimdir? 
  

 İlgili kişi, kişisel verisi işlenen gerçek kişiyi ifade eder. Kanunda, yalnızca gerçek kişilerin 
verilerinin korunması öngörülmüş, tüzel kişilerin verileri Kanun kapsamı dışında tutulmuştur.  
Kanunda yer alan kişisel verinin tanımı gereği, tüzel kişiye ait bir verinin herhangi bir gerçek kişiyi 
belirlemesi ya da belirlenebilir kılması halinde, bu veriler de Kanun kapsamında koruma altındadır. 
Ancak, burada korunan menfaat tüzel kişiye değil, düzenlemenin temellendirdiği öncelik gereği 
belirlenen ya da belirlenebilecek gerçek kişiye ait olacaktır. Çünkü Kanun, tüzel kişilere ait verilerin 
korunmasını hiçbir şekilde düzenlememektedir. 
 
30. Kişisel Verilerin İşlenmesi Ne Demektir?  
 

 Kişisel verilerin işlenmesi, kişisel verilerin tamamen veya kısmen otomatik olan ya da 
herhangi bir veri kayıt sisteminin parçası olmak kaydıyla otomatik olmayan yollarla elde edilmesi, 
kaydedilmesi, depolanması, muhafaza edilmesi, değiştirilmesi, yeniden düzenlenmesi, açıklanması, 
aktarılması, devralınması, elde edilebilir hâle getirilmesi, sınıflandırılması ya da kullanılmasının 
engellenmesi gibi veriler üzerinde gerçekleştirilen her türlü işlemi ifade eder.  
Örneğin, kişisel verilerin sadece bir hard diskte, CD’de, sunucuda depolanması, anılan verilerle 
başkaca hiçbir işlem yapılmasa da bir veri işleme faaliyetidir.  
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 Dolayısıyla veri işleme kapsamına giren eylemler sınırlı sayıda olmayıp, kişisel verilerin ilk defa 
elde edilmesinden başlayarak veriler üzerinde gerçekleştirilen tüm işlem türlerini ifade etmektedir 

 
31. Veri Kayıt Sistemi Nedir? 
 

 Veri kayıt sistemi, kişisel verilerin belirli kriterlere göre yapılandırılarak işlendiği kayıt sistemini 
ifade etmektedir. Bir dosyalama sistemi olarak nitelenebilecek veri kayıt sistemi elektronik ya da fiziki 
ortamda oluşturulabilir. Buna göre, veri kayıt sisteminde kişisel veriler, ad, soyad veya kimlik numarası 
üzerinden sınıflandırılabileceği gibi, örneğin kredi borcunu ödemeyenlere ilişkin oluşturulacak bir 
sınıflandırma da bu kapsamda değerlendirilmektedir.  
 

 Örneğin, herhangi bir kritere bağlı olmaksızın gelişigüzel bir şekilde sadece kişilerin ad ve 
soyadlarının bir kağıtta yer alması hali, Kanun kapsamına girmemekle birlikte, söz konusu isimlerin 
belirli bir kritere göre bir kağıda kaydedilmesi halinde, bu veri kaydı Kanun kapsamında 

değerlendirilmektedir. 
 
32. Açık Rıza Nedir? 
 

Açık rıza, belirli bir konuya ilişkin, bilgilendirilmeye dayanan özgür irade açıklamasıdır. Açık rızanın üç 
unsuru bulunmaktadır:  
 

 a. Belirli bir konuya ilişkin olması: Veri işlemek üzere verilen rızanın geçerli olması için rızanın 
belirli bir konuya ilişkin ve o konu ile sınırlı olması gerekir. Buna göre genel bir irade açıklaması ile 
“kişisel verilerimin işlenmesini kabul ediyorum” şeklinde açık uçlu ve belirsiz bir rıza tek başına Kanun 
bağlamında açık rıza olarak kabul edilemez. Diğer bir ifade ile battaniye rızalar hukuken geçersizdir.  
 

 b. Rızanın bilgilendirmeye dayanması: Açık rıza bir irade beyanı olup, kişinin özgür bir şekilde 
rıza gösterebilmesi için neye rıza gösterdiğini bilmesi gerekir. Bu kapsamda, kişiye yapılacak 
bilgilendirme, mutlaka verinin işlenmesinden önce yapılmalı ve veri işleme ile ilgili bütün konularda 
açık ve anlaşılır bir biçimde gerçekleştirilmelidir 

Bilgilendirme yapılırken elde edilecek kişisel verilerin hangi amaçlarla kullanılacağı açıkça belirtilmeli, 
kişinin anlamayacağı terimler ya da yazılı bilgilendirme yapıldığında okumakta güçlük çekeceği oranda 
küçük puntolar kullanılmamalıdır.  
 

 c. Özgür iradeyle açıklanması: Kişinin irade beyanı olan rıza, kişinin yaptığı davranışın 
bilincinde ve kendi kararı olması halinde geçerlilik kazanacaktır. Cebir, tehdit, hata ve hile gibi iradeyi 
sakatlayan hallerde kişinin özgür biçimde karar vermesi mümkün değildir.  
 

 Örneğin, işçiye rıza göstermeme imkânının etkin bir biçimde sunulmadığı veya rıza göster-

memenin işçi açısından muhtemel bir olumsuzluk doğuracağı durumlarda, rızanın özgür iradeye 
dayandığı kabul edilemez.  
 

 Açık rızanın özgür irade ile açıklanması gerektiğinden, ilgili kişinin açık rızasının alınması, bir ürün 
veya hizmetin sunulmasının ya da ürün veya hizmetten yararlandırılmasının ön şartı olarak ileri 
sürülmemelidir.  

 

 Örneğin, bir hizmetten yararlanılmasının üyelik şartına bağlandığı yerlerde, üye olmak isteyen 

ilgili kişinin parmak izinin alınması ve işlenmesinin üyelik sözleşmesinin kurulması için zorunluluk 
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olarak öngörülmesi hukuka aykırı olacaktır. Çünkü bu şekilde alınan açık rıza özgür irade ile açık rıza 
verilmesi ilkesine ve ölçülülük ilkesine aykırı olacaktır. 
 
33. Açık Rıza Herhangi Bir Şekil Şartına Tabi midir? 

 

 Açık rıza beyanı herhangi bir şekil şartına tabi değildir. Önemli olan açık rızanın Kanundaki 
unsurları taşıması ve ispatlanabilir olmasıdır. Dolayısı ile sözlü, yazılı, elektronik ortam vb. yöntemlerle 
açık rıza alınması mümkündür. Bununla birlikte, açık rızanın yazılı olduğu durumlarda, açık rıza 
metinleri açık, anlaşılır ve yalın bir şekilde kaleme alınmalıdır. Ayrıca, açık rızanın, olumlu bir irade 
beyanı içermesi gerekmektedir. Diğer bir ifade ile, açık rızanın şüpheye yer vermemesi gerekmekte, 

rızanın talep edilmesine ve alınmasına ilişkin işlemler, ilgili kişinin bu konudaki niyetini açık bir şekilde 
ortaya koyar nitelikte olmalıdır. Açık rızanın alındığı konusundaki ispat yükü ise veri sorumlusuna 
aittir. 

 
34. Açık Rıza Geri Alınabilir mi? 
 

 Açık rıza geri alınabilir. Çünkü bu kişiye sıkı sıkıya bağlı bir haktır. Ayrıca kişisel verilerin 
geleceğini belirleme hakkı ilgili kişiye aittir. Bu bağlamda kişi dilediği zaman veri sorumlusuna vermiş 
olduğu açık rızasını geri alabilir. Ancak geri alma işlemi ileriye yönelik sonuç doğurur. Geri alma 
beyanın veri sorumlusuna ulaştığı andan itibaren veri sorumlusu tarafından açık rızaya dayalı olarak 
gerçekleştirilen tüm faaliyetler durdurulmalıdır. Geri alma beyanı veri sorumlusuna ulaştığı andan 
itibaren hüküm doğurur. 
 
35. Kişisel Verilerin İşlenmesinde Genel (Temel) İlkeler Nelerdir? 
 

 Kişisel verilerin işlenmesinde her zaman Kanunda ortaya konulan genel ilkelere uygun 
davranılmalıdır. Kişisel verilerin işlenmesinde genel ilkeler şunlardır:  
 

 a. Hukuka ve dürüstlük kurallarına uygun olma,  
 

 b.  Doğru ve gerektiğinde güncel olma,  
 

 c.  Belirli, açık ve meşru amaçlar için işlenme,  
 

 ç. İşlendikleri amaçla bağlantılı, sınırlı ve ölçülü olma,  
 

 d.  İlgili mevzuatta öngörülen veya işlendikleri amaç için gerekli olan süre kadar muhafaza 

edilme.  

 

 Kişisel verilerin işlenmesine ilişkin ilkeler, tüm kişisel veri işleme faaliyetlerinin özünde 
bulunmalı ve tüm kişisel veri işleme faaliyetleri bu ilkelere uygun olarak gerçekleştirilmelidir. 
 
36. Kişisel Verilerin İşlenme Şartları Nelerdir? 
 

 Kanunun 5. maddesinde kişisel verilerin işlenme şartları düzenlenmiştir. Özel nitelikli kişisel 
verilerin işlenme şartları ise Kanunun 6. maddesinde farklı esaslara bağlanmıştır. Bu çerçevede, özel 
nitelikli olmayan kişisel verilerin hangi hallerde hukuka uygun olarak işlenebileceği Kanundaki esaslara 
göre aşağıdaki şekilde düzenlenmiş olup, bu şartlardan sadece bir tanesinin bulunması özel nitelikli 
olmayan kişisel verilerin işlenmesi için yeterli hukuki şartı oluşturacaktır.  
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 a. İlgili kişinin açık rızasının varlığı  
 

 b. Kanunlarda açıkça öngörülmesi,  
 

 c. Fiili imkânsızlık nedeniyle rızasını açıklayamayacak durumda bulunan veya rızasına hukuki 
geçerlilik tanınmayan kişinin kendisinin ya da bir başkasının hayatı veya beden bütünlüğünün 
korunması için zorunlu olması,  
 

 ç. Bir sözleşmenin kurulması veya ifasıyla doğrudan doğruya ilgili olması kaydıyla, 
sözleşmenin taraflarına ait kişisel verilerin işlenmesinin gerekli olması,  
 

 d.  Veri sorumlusunun hukuki yükümlülüğünü yerine getirebilmesi için zorunlu olması,  
 

 e. İlgili kişinin kendisi tarafından alenileştirilmiş olması,  
 

 f. Bir hakkın tesisi, kullanılması veya korunması için veri işlemenin zorunlu olması,  
 

 g. İlgili kişinin temel hak ve özgürlüklerine zarar vermemek kaydıyla, veri sorumlusunun 
meşru menfaatleri için veri işlenmesinin zorunlu olması.  
 

 Kişisel verilerin işlenme şartları, yani hukuka uygunluk halleri, Kanunda sınırlı sayıda sayılmış 
olup, bu şartlar genişletilemez.  
 

 Kişisel veri işleme, Kanunda bulunan açık rıza dışındaki şartlardan birine dayanıyorsa, bu 
durumda ilgili kişiden açık rıza alınmasına gerek bulunmamaktadır. Veri işleme faaliyetinin, açık rıza 
dışında bir dayanakla yürütülmesi mümkün iken açık rızaya dayandırılması, aldatıcı ve hakkın kötüye 
kullanımı niteliğinde olacaktır. Nitekim, ilgili kişi tarafından verilen açık rızanın geri alınması halinde 
veri sorumlusunun diğer kişisel veri işleme şartlarından birine dayalı olarak veri işleme faaliyetini 
sürdürmesi hukuka ve dürüstlük kurallarına aykırı işlem yapılması anlamına gelecektir. 
 
37. İlgili Kişinin Temel Hak ve Özgürlüklerine Zarar Vermemek Kaydıyla, Veri Sorumlusunun 
Meşru Menfaatleri İçin Veri İşlenmesinin Zorunlu Olması Ne Anlama Gelmektedir? 
 

 Kanuna göre, ilgili kişinin temel hak ve özgürlüklerine zarar vermemek kaydıyla, veri 
sorumlusunun meşru menfaatleri için veri işlenmesinin zorunlu olması durumunda kişisel verilerin 
işlenebileceği düzenlenmiştir. Veri sorumlusunun meşru menfaati, gerçekleştirilecek olan işlenme 
sonucunda elde edeceği çıkara ve faydaya yöneliktir. Veri sorumlusunun elde edeceği fayda; meşru, 
ilgili kişinin temel hak ve özgürlüğü ile yarışabilecek düzeyde etkin, belirli ve mevcut bir menfaatine 
ilişkin olmalıdır.  
 

 Örneğin bir şirket sahibi, çalışanlarının temel hak ve özgürlüklerine zarar vermemek kaydıyla, 
onların terfileri, maaş zamları yahut sosyal haklarının düzenlenmesinde ya da işletmenin yeniden 
yapılandırılması sürecinde görev ve rol dağıtımında esas alınmak üzere çalışanların kişisel verilerini 
işleyebilecektir. Burada, işletmenin yeniden yapılandırılması ya da ehliyetli ve liyakatli çalışanların 
terfi almaları, veri sorumlusu statüsündeki şirket sahibinin meşru menfaatinedir.  
 

 Bu şarta dayalı olarak veri işlenebilmesi için, veri sorumlusunun meşru menfaatinin bulunması 
ve ilgili kişinin temel hak ve özgürlüklerine zarar verilmemesi gerekmektedir. 
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38. Veri Sorumlusunun Meşru Menfaatini Tespit Etmek İçin Göz Önünde Bulundurulması Gereken 
Hususlar Nelerdir? 
 

 Veri sorumlusunun meşru menfaat şartına dayanması durumunda bu şartın varlığını tespit 
etmek için aşağıda sıralanan hususların değerlendirilmesi gerekir:  
 

 a. Menfaatin veri sorumlusuna ait olması: Kanunda varlığı aranması gereken meşru 
menfaatin veri sorumlusuna ait olması gerektiği düzenlenmiştir. Veri sorumlusu dışında üçüncü bir 
kişinin meşru menfaati bu veri işleme şartının kapsamı dışında kalmaktadır.  
 

 b.  Menfaatin meşruluğu: Veri işleme şartının varlığından bahsedebilmek için veri 
sorumlusunun menfaatinin mevcut olması değil, söz konusu menfaatin meşru olması da 
gerekmektedir. Menfaatin ileride doğma ihtimali üzerine, ilgili kişinin kişisel verilerinin elde edilmesi 
mümkün değildir. Madde kapsamında kabul edilen meşru menfaat kavramı, hali hazırda mevcut olan 

bir menfaati ifade etmektedir.  

 

 c.  Veri sorumlusunun meşru menfaati ile ilgili kişinin temel hak ve özgürlükleri arasında 
dengenin varlığı: Veri sorumlusunun meşru menfaatinin varlığı, ilgili kişinin temel hak ve 
özgürlüklerine zarar vermemelidir. Bu durumun tespiti için iki aşamalı bir denge testi uygulanmalıdır. 
Bu kapsamda yapılacak olan ilk değerlendirmede veri sorumlusunun meşru menfaatinin olup olmadığı 
belirlenmeli, yapılacak ikinci değerlendirmede kişisel verisi işlenecek olan ilgili kişinin temel hak ve 
özgürlüklerinin neler olduğu tespit edilmeli ve belirtilen hak ve menfaatler değerlendirilerek 
hangisinin üstün geldiğine karar verilmelidir. Ancak bu değerlendirme yapılırken veri sorumlusunun 
meşru menfaati ile kişisel verileri işleme amacı birbirine karıştırılmamalıdır. Bu iki terim birbiriyle 
ilişkili olsa da farklı anlama gelmektedir. Kişisel verileri işleme amacı, özel olarak verinin neden 
işlendiği ile alakalıdır.  
 

 Önemle belirtmek gerekir ki, veri sorumlusunun meşru menfaat şartına dayanması durumu, 
maddede yer alan diğer haller uygulanamadığı takdirde başvurulacak son çare olmadığı gibi, her şeyi 
kapsamına dâhil edebilecek ve tüm kişisel verilerin işlenmesi faaliyetlerini hukuka uygun kılacak bir 
unsur da değildir. 
 

39. Kişisel Verilerin Yurtiçinde Aktarılması Kanunda Nasıl Düzenlenmiştir? 
 

 Kanunda, kişisel verilerin ilgilinin açık rızası olmak şartıyla üçüncü kişilere aktarılabileceği 
öngörülmektedir. Bununla birlikte, Kanunun 5. ve 6. maddesindeki şartların sağlanması halinde yeterli 

önlemler alınarak kişisel verilerin açık rıza aranmaksızın yurt içinden aktarılmasına da imkân 

tanınmıştır. Bu kapsamda; 
 

 a. işisel veriler açısından Kanunun 5. maddesinin 2. fıkrasında sayılan işleme şartlarından en 

az birinin bulunması, 
 

 b Özel nitelikli kişisel veriler açısından ise yeterli önlemler alınmak kaydıyla Kanunun 6. 

maddesinin 3. fıkrasında belirtilen şartlardan birinin bulunması halinde ilgili kişinin açık rızası 
aranmaksızın kişisel verilerinin aktarılması mümkündür. 
 

 
40. İlgili Kişinin Hakları Nelerdir? 
 

 Kanunun 11. maddesi çerçevesinde herkes, veri sorumlusuna başvurarak kendisiyle ilgili;  
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 a. Kişisel verilerinin işlenip işlenmediğini öğrenme,  
 

 b.  Kişisel verileri işlenmişse buna ilişkin bilgi talep etme,  
 

 c.  Kişisel verilerin işlenme amacını ve bunların amacına uygun kullanılıp kullanılmadığını 
öğrenme,  
 

 ç.  Yurt içinde veya yurt dışında kişisel verilerin aktarıldığı üçüncü kişileri bilme,  
 

 d.  Kişisel verilerin eksik veya yanlış işlenmiş olması hâlinde bunların düzeltilmesini isteme,  

 

 e.  Kanunun 7. maddesinde öngörülen şartlar çerçevesinde kişisel verilerin silinmesini veya 
yok edilmesini isteme,  

 

 f.  Maddenin (d) ve (e) bentlerinde belirtilen düzeltme, silme ve yok etme talepleri 

doğrultusunda yapılan işlemlerin, kişisel verilerin aktarıldığı üçüncü kişilere bildirilmesini isteme,  
 g.  İşlenen verilerin münhasıran otomatik sistemler vasıtasıyla analiz edilmesi suretiyle  

kişinin kendisi aleyhine bir sonucun ortaya çıkmasına itiraz etme,  
 

 ğ.  Kişisel verilerin kanuna aykırı olarak işlenmesi sebebiyle zarara uğraması hâlinde zararın 
giderilmesini talep etme haklarına sahiptir. 
 

41. Kişisel Verilerin Korunması Kapsamındaki Başvurular Kime Yapılır? 
 

 Kanunun 13. maddesinde, ilgili kişinin Kanunun uygulanması ile ilgili taleplerine ilişkin veri 

sorumlusuna başvuru yolu düzenlenmiştir. Buna göre, ilgili kişilerin Kanunun uygulanmasıyla ilgili 
taleplerini, öncelikle veri sorumlusuna iletmeleri zorunludur. 

 
42. Veri Sorumlusuna Başvuru Yolu İçin Herhangi Bir Şart Bulunmakta mıdır? 
 

 Kanunda ilgili kişilerin, taleplerini veri sorumlusuna yazılı olarak ya da uygulamada oluşacak 
ihtiyaca göre Kurulun belirlediği diğer yöntemlerle iletebilmelerine imkân sağlanmıştır. 
 
43. Veri Sorumlusuna Başvuru İçin Herhangi Bir Ücret Öngörülmüş müdür? 
 

 Veri sorumlusu başvuruda yer alan talepleri, talebin niteliğine göre en kısa sürede ve en geç 
otuz gün içinde ücretsiz olarak sonuçlandırır. Ancak, işlemin ayrıca bir maliyeti gerektirmesi hâlinde, 
Kurulca belirlenen tarifedeki ücret alınabilir. Buna göre, ilgili kişinin başvurusuna yazılı olarak cevap 
verilecekse, on sayfaya kadar başvuru ücreti alınmaz. On sayfanın üzerindeki her sayfa için 1 Türk 
Lirası başvuru ücreti alınabilir. Öte yandan, başvurunun cevabının bir kayıt ortamında verilmesi 
halinde veri sorumlusu tarafından talep edilebilecek ücret kayıt ortamının maliyetini geçemez. 
Başvurunun veri sorumlusunun hatasından kaynaklanması hâlinde ise alınan ücret ilgiliye iade edilir. 
 
44. Veri Sorumlusu İlgili Kişinin Talebini Hangi Süre İçinde Yerine Getirir? 
 

 Veri sorumlusunun ilgili kişinin talebini, talebin niteliğine göre en kısa sürede ve en geç otuz gün 

içinde kabul veya gerekçesini açıklayarak reddetmesi, ayrıca cevabı ilgili kişiye bildirmesi 
gerekmektedir. 
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45. Veri Sorumlusu İlgili Kişinin Talebi Üzerine Neler Yapabilir? 
 

 Veri sorumlusu talebi kabul eder veya gerekçesini açıklayarak reddeder. Başvuruda yer alan 
talebin kabul edilmesi hâlinde, veri sorumlusunca gereği yerine getirilir. 
 
46. Veri Sorumlusu Cevabını İlgili Kişiye Nasıl Bildirir? 
 

 Veri sorumlusu cevabını ilgili kişiye yazılı veya elektronik ortamda bildirir. 
 
47. Kurula Şikâyet Hangi Süre İçinde Yapılmalıdır? 
 

 İlgili kişi, veri sorumlusunun cevabını öğrendiği tarihten itibaren otuz ve her halde veri 

sorumlusuna başvuru tarihinden itibaren altmış gün içinde Kurula şikâyette bulunabilir. 
 

48. Doğrudan Kurula Şikâyet Yoluna Gidilebilir mi? 
 

Veri sorumlusuna yapılan başvurunun reddedilmesi, verilen cevabın yetersiz bulunması veya 

süresinde başvuruya cevap verilmemesi hallerinde ilgili kişi, Kurula şikâyette bulunabilir. Kanun, 
kişisel verilerin korunması kapsamındaki başvurular için kademeli bir başvuru usulü öngörmüştür. Bu 
kapsamda, ilgili kişilerin Kanunun uygulanması ile ilgili taleplerini öncelikle veri sorunlusuna iletmeleri 

zorunludur. Bu yol tüketilmeden Kurula şikâyet yoluna gidilemez. 
 
49. Kurula Şikâyet Yoluna Gitmenin Bir Ön Şartı Var mıdır? 
 

 Kişisel verilerin korunması ile ilgili taleplerde öncelikle veri sorumlusuna başvuru yapılması 
zorunlu olup, bu yol tüketilmeden şikâyet yoluna gidilemez. Böylece uyuşmazlıkların belirli bir 
kısmının veri sorumluları tarafından giderilmesi amaçlanmaktadır. Dolayısıyla başvuru yoluna gitmek 
zorunlu, şikâyet yoluna gitmek ise ihtiyaridir. 
 
50. Kurula Şikâyet Yoluna Gidilirken Aynı Zamanda Yargı Yoluna Gidilebilir mi? 
 Başvuru yoluna gitmenin zorunlu, şikâyet yoluna gitmenin ise ihtiyari olması sebebiyle, 
başvurusu zımnen veya açıkça reddedilen ilgili kişinin bir yandan Kurula şikâyette bulunabilmesi, aynı 
zamanda veri sorumlusuna karşı doğrudan yargı yoluna gidebilmesi mümkündür. 
 

İlgili Kişinin Tazminat Davası Açma Hakkı  Var mıdır? 
 

 Kişilik hakları ihlal edilenlerin, genel hükümlere göre tazminat hakları vardır. Bu kapsamda, ilgili 
kişiler yargı yoluna gidebilirler. 
 
51. Kurulun Resen İnceleme Yetkisi Var mıdır?  
 

 Kurul, şikâyet üzerine veya ihlal iddiasını öğrenmesi halinde resen, görev alanına giren 
konularda gerekli incelemeyi yapabilir. Bu inceleme şikâyete ya da resen öğrenilen şikâyet konusuna 

münhasır olacaktır. 
 
52. Kurula Şikâyet İçin Herhangi Bir Şart Öngörülmüş müdür?  
 

 İhbar ve şikayetlerin, işleme konulabilmesi için 3071 sayılı Dilekçe Hakkının Kullanılmasına Dair 
Kanunun 6. maddesinde belirtilen hükümlere uygun olarak Kuruma sunulması gerekmektedir. Bu 
şartları taşımayan ihbar ve şikâyetler incelemeye alınmamaktadır. İlgili kişilerin haklarını kullanma 
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konusunda veri sorumlusuna başvuru yapmadan şikâyette bulunmaları mümkün değildir. Bu nedenle 
Kurula şikâyette bulunmanın ön şartlarından birisi de veri sorumlusuna başvuru yapmak olarak kabul 
edilmektedir. 

 
53. Veri sorumlusunun Hangi Süre İçerisinde Kurula Cevap Vermesi Gerekir?  
 

 Veri sorumlusu talep edilen bilgi ve belgeleri Kurula onbeş gün içinde göndermek zorundadır. 
 
54. Kurul Her Türlü Belgeyi Veri Sorumlusundan İsteyebilir mi? 
 

 Veri sorumluları, devlet sırrı niteliğindeki bilgi ve belgeler hariç, talep edilen bilgi ve belgeleri 
Kurula göndermek veya gerektiğinde yerinde inceleme yapılmasına imkân sağlamak zorundadır. 
 

55. Kurul Hangi Süre İçinde İlgili Kişiye Cevap Vermelidir? 
 

 Kurulun, altmış günlük süre içinde ilgili kişiye bir cevap vermesi öngörülmüştür. 
 
56. Kurul Öngörülen Süre İçinde İlgili Kişiye Cevap Vermezse Ne Olur? 

 

 Kanunda Kurulun, şikâyet üzerine yapacağı inceleme sonunda şikâyet tarihinden itibaren altmış 
gün içinde ilgiliye bir cevap verilmezse söz konusu talebin reddedilmiş sayılacağı hükme bağlanmıştır. 
 

57. Kurulun İhlale İlişkin Kararları Kim Tarafından Hangi Süre İçinde Yerine Getirilir? 
 

 Şikâyet üzerine veya resen yapılan inceleme sonucunda, ihlalin varlığının anlaşılması hâlinde 
Kurul, tespit ettiği hukuka aykırılıkların veri sorumlusu tarafından giderilmesine karar vererek ilgililere 
tebliğ eder. Bu karar, tebliğden itibaren gecikmeksizin ve en geç otuz gün içinde yerine getirilir. 

 
58. Kurul İlke Kararı Alabilir mi? 
 

 Şikâyet üzerine veya resen yapılan inceleme sonucunda, ihlalin yaygın olduğunun tespit edilmesi 
hâlinde, ilgili kurum ve kuruluşların da görüşlerini alarak Kurul bu konuda ilke kararı alır ve yayımlar. 
 

59. Nero Endüstri A.Ş.’nde çalışan ve çalışan adaylarımızın kişisel verilerinin gizliliği ve güvenliğini 
son derece önemsenmektedir. Kişisel verilerin korunması kanunu kapsamında hazırlanan çalışan ve 
çalışan adayı verisi işleme prosedürü ve çalışan gizlilik politikası yukarıda arz edilmiştir. 
 

İşe giriş aşamasında veya sonrasında Nero Endüstri A.Ş. ile paylaşılan Nero Endüstri A.Ş. Kişisel Veri 
Envanteri dahilinde istenen bilgilerin ihtiyaç duyulan operasyonların yürütülebilmesi amacıyla 
kullanılması için açık rızanız gerekmektedir. 

 

*Açık rızanızı vermek için aşağıda adınızın bulunduğu yerin altına imzalamanız yeterlidir. 
 
Personel :  

 

Adı Soyadı : 

 

Tarih        : 

 

İmza 
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